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O1
Elicitation of the needs of intelligence and security practitioners.

O2
Promote interaction of technology providers and academy with 
intelligence and security practitioners.

O3
Identification of novel technologies relevant for practitioners 
through research monitoring.

O4
Periodically publish a report which summarise findings in order to 
orientate future research project programming.

O5
Ensure the commitment and involvement of new organisations in 
the pan-European NOTIONES network.



PROJECT APPROACH 

Assessment of the contemporary and emerging needs and challenges 
faced by security and intelligence practitioners. 

The outcome will be a detailed report depicting the constraints, needs 
and requirements of intelligence practitioners.

Step 1

Review of the technologies and tools used in the different intelligence 
phases. Evaluation against the in Step 1 identified challenges and 
requirements.

Review and analysis of terrorist threats with a specific emphasis on 
potential exploitation of in Step 2 identified emerging technologies. 

APPROACH

NOTIONES

Step 1 Audit and assessment

Step 2 Review of technologies

Step 3 Analysis of technology-enabled terrorist threats



PROJECT APPROACH 

Survey of emerging technologies in the field of intelligence and security 
based on an “horizon scanning” approach, to highlight opportunities and 
threats for organizations and bodies providing intelligence and security 
services. 

NOTIONES will facilitate the exchange between intelligence and security 
practitioners, who will be invited to participate in NOTIONES` working 
groups, the workshops and the conferences.

Provision of regular updates on the project´s research findings and 
definition of requirements and standardization needs as well as 
technological priorities and recommendations. he workshops and the 
conferences organized by the project.Step 1
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Step 4 Monitoring of innovation

Step 5 Interaction with industry and academia

Step 6 Analysis of technology-enabled terrorist threats



NOTIONES CONTRIBUTIONS

RESULTS
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O11
To monitor research and advancements in technologic solutions applied to the field of
intelligence and security

2
To develop technology and research requirements, need, and roadmaps to establish
foundations in order to improve the use of technologic solutions by practitioners;

3
To build a robust network of practitioners and expand it to academic and industrial bodies
and professionals;

4 To reach other established networks throughout the project and beyond its end.

IMINT SIGINT MASINT OSINT

HUMINTBig Data



NOTIONES NETWORK

Working groups
▪ Practitioners and representatives of academy and industry

▪ Discussions on specific technology areas and related needs of the practitioners.

Workshops
▪ Internal network of NOTIONES and selected external stakeholders

▪ Finalize and provide updates on the activities of the working groups

Conferences
▪ Practitioners and representatives of industry and academy

▪ Dissemination of the results and findings and enhancement of interaction with 
external stakeholders.
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1st NOTIONES Conference
▪ 15th June 2022 - Brussels

▪ Registration open until May 25th www.notiones.eu

http://www.notiones.eu/
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